So, how should we determine the LOR? Gill said, "There is not a one-size-fits-all solution." Because each system is unique, there will always be a need to tailor the LOR process. Sometimes, there are valid reasons for a system to not follow common processes and standards because in the tailoring process, some steps may not apply and accepted alternatives may be used in their place. Subsequently, there will also be thresholds associated with criticality and LOR because of the signature authority associated with a system or program. In any case, the process must result in a balance between technical risk and cost, and schedule risk. A good place to begin the LOR process is with functional hazard analysis (FHA), failure modes and effects criticality analyses (FMECA) and other safety analyses.
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McNeil continued the workshop by discussing some of the standards that are available for safety professionals to use on their programs. Some are required and some are suggested as guidance depending on the SOW. He also discussed how to handle previously developed (legacy) systems. McNeil pointed out that “there is give and take but, ultimately, the SSWG has to determine what is best for their program.” Gill added that the safety lead must be aware that “mitigation by expert opinion is not acceptable and proper evidence should always exist when making decisions.”

McNeil went on to say that “sometimes requirements cannot be properly tested, and those requirements need to be really scrutinized by a larger group of experts — you cannot test safety into a system.” Although testing does provide evidence and does exercise the software to help identify problems, there still needs to be a level of confidence based on development. “CMMI certifications do buy some credibility, but certifications alone cannot guarantee properly developed and tested software,” McNeil said.

According to McNeil, the use of safety cases is a technique that can aid safety professionals with their analysis of the system. They are widely used in Europe and can provide a firm foundation of evidence. McNeil said, “Safety cases may be a process that will need to be adopted for future systems developed in the U.S.” The safety professional must determine the safety arguments of the system and build a case similar to one that would be presented in a court of law. Safety cases can be started using documents that may already exist such as the safety assessment report (SAR).

Gill and McNeil concluded the workshop by emphasizing that standards may require four LOR categories, but there will always be exceptions to the rule because each system is unique. The safety engineer and SSWG must be vigilant and obtain as much evidence as possible when assessing criticality and then applying the appropriate LOR.
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